
USA Health & Dental Plan – Notice of Privacy Practices – 9/23/2013 

 

 

 

THIS NOTICE DESCRIBES HOW HEALTH INFORMATION ABOUT YOU MAY BE USED AND 

DISCLOSED AND HOW YOU CAN GET ACCESS TO THIS INFORMATION 

 

This Notice applies to the health benefits provided by 

the USA Health & Dental Plan under the Basic Plan 

and Standard Plan of benefits, hereafter referred to as 

“the Plan.”  The references to "we" and "us" 

throughout this Notice mean the Plan.  This Notice 

has been drafted to comply with the HIPAA Privacy 

Rules under federal law.  Any terms that are not 

defined in this Notice have the meaning specified in 

the HIPAA Privacy Rules.  Please provide this Notice 

to your family. 

How We Protect Your Privacy 

We are required by law to protect the privacy of your 

protected health information, to provide you with this 

notice of our privacy practices and to notify you if 

there has been a breach of your unsecured PHI.  We 

will not disclose confidential information without 

your authorization unless it is necessary to provide 

your health benefits and administer the Plan, or as 

otherwise required or permitted by law.  When we 

need to disclose individually identifiable information, 

we will follow the policies described in this Notice to 

protect your confidentiality. 

We maintain confidential information and have 

procedures for accessing and storing confidential 

records.  We restrict internal access to your 

confidential information to employees who need that 

information to provide your benefits.  We train those 

individuals on policies and procedures designed to 



USA Health & Dental Plan – 





USA Health & Dental Plan – Notice of Privacy Practices – 9/23/2013 

 

 

 

Right to obtain a list of the disclosures:  You have 

the right to get a list of protected health information 

disclosures, which is also referred to as an 

accounting.  You must make a written request to the 

Privacy Officer to obtain this information. 

The list will not include disclosures we have made as 

authorized by law.  For example, the accounting will 

not include disclosures made for treatment, payment 

and health care operations purposes (except as noted 

in the following paragraph).  Also, no accounting will 

be made for disclosures made directly to you or under 

an authorization that you provided or those made to 

your family or friends.  The list will not include other 

disclosures, including incidental disclosures, 

disclosures we have made for national security 

purposes, disclosures to law enforcement personnel 

or disclosures made before April 14, 2003.  The list 

we provide will include disclosures made within the 

last six years (subject to the April 14, 2003 beginning 

date) unless you specify a shorter period.   

The first list you request within a 12-month period 

will be free.  You may be charged for providing any 

additional lists within a 12-month period. 

Right to choose how we communicate with you:  
You have the right to ask that we send information to 

you at a specific address (for example, at work rather 

than at home) or in a specific manner (for example, 

by e-mail rather than by regular mail).  We must 

agree to your request if you state that disclosure of 

the information may put you in danger. 

Right to request additional restrictions on health 

information: You may request restrictions on our 

use and disclosure of your protected health 

information for the treatment, payment and health 

care operations purposes explained in this Notice.  

While we will consider all requests for restrictions 

carefully, we are not required to agree to a requested 

restriction.  However, we must comply with your 

request to restrict a disclosure of your confidential 

information for payment or health care operations if 

you paid for these services in full, out of pocket, 

unless otherwise required by law 

Right to be notified of a breach:  You have the right 

to be notified if there is a breach of your unsecured 

protected health information, as defined under the 

HIPAA Privacy Rules.   

 

 

 

 

Questions and Complaints 

If you believe your privacy rights have been violated, 

you may file a complaint with us or the Secretary of 

the U.S. Department of Health and Human Services.  

To file a complaint with us, put your complaint in 

writing and address it to the Privacy Officer listed 

below.  The Plan will not retaliate against you for 

filing a complaint.  You may also contact the Privacy 

Officer if you have questions or comments about our 

privacy practices. 

Future Changes to Our Practices and This Notice 

We are required to follow the terms of the privacy 

notice currently in effect.  However, we reserve the 

right to change our privacy practices and make any 

such change applicable to the protected health 

information we obtained about you before the 

change.  If a change in our practices is material, we 

will revise this Notice to reflect the change.  We will 

send or provide a copy of the revised Notice.  You 

may also obtain a copy of any revised Notice by 

contacting the Privacy Officer. 

Contact Information 

The Plan’s Privacy Officer is: 

 

Mr. Gerald Gattis 

Assistant Vice President of Finance & 

Administration for Human Resources 

University of South Alabama 

650 Clinic Drive TRP III Suite 2200 

Mobile, Alabama 36688 

(251) 460-6133 

 

   

 

 

 

 




